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D A T A  P R O T E C T IO N  A C T , JO U R N A L ISM  A N D  T H E  PC C  C O D E

This short note has been put together to draw the attention o f journalists and editors to those 
provisions o f the Data Protection A c t 1998 (D PA) that may im pact on them as they carry out 
the ir professional duties. The DP A  carries w ith in  it  a jo u rn a lis tic  exemption and im p lic it 
reference to media codes inc lud ing  the PCC Code o f Practice. As such, the Commission is from  
timp! to tim e asked questions about how it  is applied. Therefore, in  order to assist understanding, 
the Commission has drawn together some o f & e questions it  is m ost frequently asked. This note 
is by way o f straightforw ard general guidance on ly and should not be re lied on as legal advice. 
I f  you are concerned about how  the A c t w ill im pact on a specific case you should seek advice 
from  a specialist lawyer.

What is the D P A designed to do?

In  general, the D PA imposes tig h t restrictions on the manner in  w h ich ‘personal data’ about an 
ind iv idua l may be kept, used and obtained. I t  also grants rights to the ind iv idua l ‘data subject’ 
to ask fo r in form ation from  the ‘ data contro lle r’ about such ‘personal data’ , where it  came from  
(subject to some protection o f ind iv idua l sources), to whom  it  has been passed and, in  some 
cases, to require that there be no further processing o f relevant data. There are various 
exemptions.

What do ‘dataprocessing’, ‘personal data ’ and ‘data contro ller ’ mean?

Very broadly, ‘personal data’ is in form ation relating to an identifiab le , liv in g  human being (the 
‘ data subject’) w h ich is held e lectron ica lly and capable o f being processed by computer, o r held 
in  equivalent non-computerised filin g  systemsr

Processing personal data includes obtaining, recording, ho ld ing the in form ation or data, or 
carrying out operations on it  such as consulting, adapting, organizing, retrieving, disclosing, 
erasing and destroying it.

‘Data contro lle r’ is a person who ‘determines the purposes fo r w hich, and the manner in  which, 
any personal data are to be processed’ .

F u ll defin itions are contained in  the D PA w hich can be found at 
http://w ww .hm so.gov.uk/acts/actsl 998/19980029.htm. Relevant case law  is developing on the ir 
legal meaning as the C ourt o f Appeal and other courts consider cases brought under the Act.

Is n ’t there a jo u rna lis tic  exemption?

The government recognised tha t the im position o f these rules w ithou t exemptions fo r 
jou rna lis tic , lite rary and a rtis tic  purposes ( ‘ the special purposes’ ) w ould  be damaging to freedom 
o f expression. I t  acknowledged that journalists and the m edia m ust be allowed to process data 
about individuals w ithou t having the ir activities, includ ing newsgathering, investigations and 
publication, scotched by the A c t’ s requirements. The D PA therefore contains an exemption fo r 
personal data that is processed fo r the special purposes. This exempts journalists and others 
from  compliance in  re la tion  to some aspects o f the processing o f personal data when it  is
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undertaken w ith  a v ie w  to pub lication by any person o f any jou rna lis tic , lite rary or artistic 
m aterial and

where the data r.nntro ller ( who w ill generally be the publisher) reasonably believes that, 
having regard in  particu lar to the special importance o f the public interest in  freedom o f 
expression, pub lica tion w ould be ia  the public interest
and that, in  a ll the circumstances, compliance w ith  the A c t’s requirements w ould be 
‘ incom patible’ w ith  the purposes o f journalism  or the other special purposes.

In  these circumstances there is an exemption from  the A c t’ s data protection princip les (apart 
from  securitvl and from  data subjects’ rights - includ ing rights o f access to data, o f preventing 
its processing, o f rec tify ing  it. erasing it  and destroying i t

There are also other safeguards fo r the media that a llow  the courts to stay legal action and 
protect against arb itrary use o f investigation and enforcement powers. The Data Protection 
(Processing o f Sensitive Personal Data) Order 2000 also added a ‘ special purposes’ ground to 
assist pub lic interest disclosure to the media^ about a range o f ind iv idua l misconduct^ in  
compliance w ith  the data protection principles.

P art o f  the jo u rn a lis tic  exemption relates to the pub lic  interest, 
interest?

What counts as the pub lic

The A c t does not define what the pub lic interest means in  any context.

However, in  the case o f the jou rn a lis tic  exem ption under section 32, it  does say that in  
considering whether a data con tro lle r’ s b e lie f was reasonable that pub lication was or w ould be 
in  the pub lic interest, regard may be had by the court to his com pliance w ith  any relevant Code 
o f Practice, designated by order o f the Secretary o f State. The broadcasters’ codes and the PCC 
Code have been designated. In  the case o f newspaper and magazine journalism , th is therefore 
clearly means the PCC Code o f Practice.

The PCC Code o f Practice does not require demonstration o f the pub lic interest fo r compliance 
w ith  every clause or to ju s tify  publication. Where the PCC Code o f Practice refers to the public 
interest, it  says that the pub lic interest includes detecting or exposing crim e or serious 
misdemeanour, protecting pub lic health and safety and preventing the pub lic from  being m isled 
by some statement or action o f an ind iv idua l or organisation. I t  also states that there is a pub lic 
interest in  freedom o f expression itse lf, and that the Com m ission w ill have regard to the extent 
to w hich m aterial has, or is about to , become available to the pub lic.

The Commission has made clear on a number o f occasions -  not least through its case law  that 
has been b u ilt up since 1991 -  that the examples o f the pub lic  interest contained w ith in  the Code 
do not constitute an exhaustive lis t. The Com m ission’s adjudications, w hich can be found at 
www.pcc.org.uk, am p lify  the Code and should be read in  conjunction w ith  it.

Are there any other rules on obtaining personal information?

This Note does not deal w ith  the general provisions o f the D PA and how it  regulates the law fu l 
disclosure o f in form ation, how  that m ight be relevant to disclosure to the media, or how
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journalists m ight use D P A  in fo rm ation  rights, or the Data Protection A c t’s inter-relation w ith  the 
Freedom o f Inform ation A c t 2000, fo r w hich the In form ation Commissioner also has 
responsib ility.

However, it  is im portant fo r journa lists to understand that in  addition to the A c t’s requirements 
about the way that personal data can be used, the rights o f data subjects and the exemptions to 
them, it  contains some other controls and prohibitions on the way that in form ation can be 
obtained and disclosed.

There is a specific crim ina l offence o f un law fu l obtaining o f personal data. A  person must not 
know ing ly or recklessly, w ithou t the consent o f the data controller, obtain or disclose personal 
data or the in form ation that it  contains, or procure the disclosure to another person o f the 
in form ation contained in  personal da ta .

Both ind ividuals and companies can be prosecuted at the instigation o f the Inform ation 
Commissioner or the D irector o f P ublic Prosecutions. I t  is also an offence to sell or o ffe r to sell 
in form ation that has been obtained w ithou t consent.

However, there are a number o f exemptions -  w hich are generally applicable and not ju s t fo r 
journalists -  from  lia b ility  fo r the offences. No offence is com m itted i f  the person concerned 
shows any o f the fo llow ing :

•  That the obtaining, disclosing or procuring o f the data or in form ation
•  Was necessary _for the purpose o f preventing or detecting crim e
•  That it  was required o r authorised by the law  (ie  by or under any enactment, by any rule 

o f law ) or by a court order;
•  That the person concerned acted in  the reasonable b e lie f that he had in  law  the righ t to 

obtain or disclose the in fo rm ation  or data, or to procure the disclosure o f the inform ation 
to the other person;

•  That he acted in  the reasonable b e lie f that he w ould have had the consent o f the data 
contro ller i f  the data con tro lle r had known o f the obtaining, disclosing or procuring and 
the circumstances o f it

•  That in  the particu lar circumstances the obtaining, disclosing or procuring was ju s tifie d  
as being in  the pub lic interest;

•  That the personal data in  question fa ll w ith in  the A c t’ s national security exemption;
•  That the data fa ll w ith in  the ‘manual data held by pub lic authorities’ exemption w hich is 

due to come in to  force on 30 November 2005.

How can I f in d  out more about the Data Protection Act?

A  copy o f the A c t can be found at http://www.hm so.gov.uk/acts/actsl998/19980029.htm . For 
more in form ation about how  the A c t has been implemented, you can v is it the website o f the 
Inform ation Commissioner at ww w.inform ationcom m issioner.gov.uk or telephone the o ffice  o f 
the Commissioner on 01625 545 700. The website also gives in form ation about the Freedom o f 
In fo rm ation A c t 2000 and its im plem entation.
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